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OPIS

Workshopy vznikli s ambiciou priblizit zlozité pravne, technologické a etické otazky spdsobom,
ktory je zrozumitelny, no zaroven si zachovava odborny poctivost. Cielom workshopov nie je
zjednodusSovat realitu digitalneho sveta, ale vysvetlit ju v suvislostiach, ktoré umoznia Citatelovi
lepSie porozumiet vlastnému postaveniu v kybernetickom priestore. Pravo tu nevystupuje ako
abstraktny systém pravidiel, ale ako nastroj, ktory ma pomahat chranit jednotlivca aj spolo¢nost

pred rizikami spojenymi s technologickym pokrokom.

Z historického hladiska je vyvoj kybernetickej bezpecnosti Uzko spaty s rozvojom nasej spolocnosti.
Pbvodne decentralizovana a relativne déveryhodna siet sa postupne transformovala na globalnu
infrastrukturu s obrovskou koncentraciou dat a moci. Tento vyvoj priniesol nielen nové prilezitosti,
ale aj nové formy zranitelhosti. Kybernetické Utoky sa stali nastrojom ekonomickej kriminality,
politického natlaku aj hybridnych konfliktov. Pravo na tuto realitu reaguje postupne, ¢asto ex post,

o kladie vysoké naroky na jeho adaptabilitu a schopnost predvidat buduce rizika.

Kyberneticka bezpecnost sa v sucasnosti stala jednou z klucovych tém moderného prava, verejnej
politiky aj kazdodenného Zivota jednotlivcov. Digitalna transformacia spolocnosti sposobila, ze
informacné technoldgie a sietové systémy prenikli do takmer vsetkych oblasti fungovania Statu,
hospodarstva aj sukromnej sféry. Kyberneticky priestor uz davno nie je len technickym prostredim
urcenym pre odbornikov, ale stal sa miestom, kde sa realizuju zakladné ludské prava, ekonomické
aktivity, verejna sprava aj socialne vztahy. Hoci ide o prostredie nehmotné a bez geografickych
hranic, jeho désledky sU velmi konkrétne a redlne. Utok na informadny systém méze viest k
finanénym stratam, ohrozeniu sukromia, naruseniu poskytovania verejnych sluzieb alebo dokonca
k ohrozeniu zakladnych funkcii statu. Kyberneticka bezpecnost preto predstavuje subor opatreni,
ktorych ciefom je zabezpedit, aby informacné systémy a Udaje zostali doverné, presné a dostupné
aj v podmienkach rastUcich hrozieb. Prave preto je nevyhnutné, aby otazky kybernetickej
bezpecnosti neboli vnimané vylu¢ne ako technicky problém, ale ako komplexna spolocenska a
pravna vyzva, ktorej porozumenie musi byt pristupné aj sirokej verejnosti. Osobitny déraz sa preto
kladie na vzdelavanie a prevenciu. Kyberneticka bezpecnost nie je stav, ale proces, ktory sivyzaduje

neustale prispésobovanie sa novym hrozbam. Vzdelavanie Sirokej verejnosti zohrava v tomto
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procese klucovu Ulohu. Informovany pouzivatel je menej zranitelny a dokaze aktivne prispiet k

ochrane digitalneho prostredia.

V tomto prostredi zohrava Coraz vyznamnejsiu Ulohu umela inteligencia. Otazky kyberneticke;
bezpecnosti a umelej inteligencie uz davno presiahli ramec odbornych diskusii a stali sa su¢astou
kazdodenného Zivota. Digitalne technoldgie ovplyviuju sposob, akym ludia komunikuju, pracuju,
vzdelavaju sa a uplatriuju svoje prava. Zaroven vsak vytvaraju nové rizika, ktoré nemozno Ucinne
rieSit bez zakladného porozumenia ich pravnym a spoloCenskym suvislostiam. Umela inteligencia
predstavuje technoldgiu, ktord umoznuje strojom vykonavat cinnosti, ktoré boli tradicne spajané s
l[udskou inteligenciou, ako je ucenie sa zo skusenosti, rozpoznavanie vzorcov, rozhodovanie alebo

spracuvanie jazyka.

Kyberneticka bezpecnost v ére umelej inteligencie patri medzi najvyznamnejsie vyzvy sucasnej
spolocnosti, pretoze sa dotyka samotnych zdkladov fungovania moderného statu, hospodarstva aj
kaZzdodenného Zivota jednotlivcov. Pravo sa v tomto kontexte ocita pred narocnou Ulohou. Musi
reagovat na technologicky vyvoj, ktory je rychlejsi nez tradicné legislativne procesy, a zaroven
chranit zakladné hodnoty demokratickej spolocnosti. Kyberneticka bezpecnost sa tak stava
priestorom, kde sa prelinaju prvky verejného prava, sukromnopravnej zodpovednosti,
Ustavnopravnej ochrany zakladnych prav a etickych principov. Ide o oblast, v ktorej uz nepostacuje
len represivne pdsobenie prava, ale ¢oraz vacsi vyznam nadobudaju preventivne a vzdelavacie

nastroje.

Z pravneho hladiska je délezité zdoraznit, ze umeld inteligencia nie je autondmnym subjektom
prava, ale nastrojom vytvorenym clovekom, za ktorého vyvoj, nasadenie a pouzivanie nesu
zodpovednost konkrétne fyzické alebo pravnické osoby. V oblasti kybernetickej bezpecnosti sa
umel3d inteligencia ¢asto prezentuje ako nevyhnutna odpoved' na rastucu komplexnost hrozieb.
Automatizované systémy dokazu analyzovat spravanie pouzivatelov, sietovy komunikaciu i
systémové logy v rozsahu, ktory daleko presahuje ludské moznosti. Tato technologicka vyhoda
vSak zaroven posuUva hranice zasahov do sukromia a vyvolava otazku primeranosti. Pravo tu musi
hladat rovnovahu medzi legitimnym cielom ochrany bezpecnosti a ochranou individualnych prav,
o je jedna z najnarocnejsich Uloh sucasnej requlacie. Napriek tomu vSak jej schopnosti zasadne
menia spdsob, akym sa pristupuje ku kybernetickej bezpecnosti. Umela inteligencia zasadne meni
tradi¢né predstavy o kontrole, predvidatelhosti a zodpovednosti v digitdlnom prostredi.
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Algoritmické systémy su schopné autondmne sa ucit a optimalizovat svoje spravanie, ¢o znizuje
mieru priameho [udského zasahu. Z pravneho hladiska to vyvolava otazky, ktoré presahuju klasické

kategorie zavinenia a pricinnej suvislosti.

Na jednej strane sa umela inteligencia stava mimoriadne U¢innym nastrojom ochrany. Vdaka
schopnosti analyzovat obrovské mnoZzstvo dat v redlnom case dokaze identifikovat neobvyklé
spravanie v sietovej prevadzke, predvidat potencidlne Utoky a automatizovat reakcie na
bezpeclnostné incidenty. To vyrazne zvysSuje rychlost a efektivnost obrany, najma v prostredi, kde
ludsky faktor uz nestaci reagovat na komplexnost a dynamiku hrozieb. Umeld inteligencia tak
prispieva k posilneniu odolnosti informacnych systémov a k znizovaniu rizika rozsiahlych

bezpecnostnych incidentov.

Na druhej strane vsak umela inteligencia prinasa aj nové rizika. Rovnakeé technoldgie, ktoré mozno
vyuzit na obranu, mézu byt zneuzité na Utok. Generativne systémy umelej inteligencie umoznuju
vytvarat mimoriadne presvedcivé podvodné spravy, falosné audiovizudlne zaznamy (i
automatizované Utoky, ktoré su pre bezného pouzivatela len tazko rozpoznatelné. Zvysuje sa tym
miera neistoty a narUsa sa dovera v digitalne prostredie. Pravna otadzka zodpovednosti za Skody
sposobené takymito technoldogiami sa tak dostava do popredia a stava sa predmetom intenzivne;
odbornejdiskusie. Pravny ramec kybernetickej bezpecnosti reaguje na tieto vyzvy prostrednictvom
kombinacie preventivnych povinnosti, regulacnych mechanizmov a sank¢nych nastrojov. Na
eurdpskej Urovni sa vytvara jednotny pristup, ktory kladie déraz na riadenie rizik, oznamovanie
bezpeclnostnych incidentov a posilfiovanie spoluprace medzi verejnym a sukromnym sektorom.
Narodné pravne poriadky tieto principy implementuju do konkrétnych povinnosti pre organy
verejnej moci, podnikatelské subjekty aj dalSie organizacie. Dolezité vsak je, ze pravne dosledky
kybernetickej bezpecnosti sa nevyhybaju ani jednotlivcom, ktori mézu svojim nezodpovednym
spravanim prispiet k vzniku bezpelnostného incidentu. Vyznamnou témou je aj otazka
zodpovednosti. V prostredi, kde rozhodnutia prijimaju komplexné algoritmické systémy, sa
tradi¢né pravne koncepty stretavaju s novymi vyzvami. Kto nesie zodpovednost za skodu
sposobenuy autondomnym systémom? Ako rozdelit zodpovednost medzi vyvojara, prevadzkovatela
a pouzivatela? Vedecko-popularna publikacia umoziuje tieto otazky vysvetlit bez zbytocného
formalizmu, pricom poukazuje na aktualne trendy v pravnej tedrii aj legislativnom vyvoiji.

Osobitny pozornost si zasluhuju etické aspekty vyuzivania umelej inteligencie v oblasti
bezpecnosti. Automatizované rozhodovanie, masové spracuvanie Udajov a prediktivne systémy
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vyvolavaju otazky ochrany sukromia, spravodlivosti a transparentnosti. Ak ma byt dovera
verejnosti v digitalne technoldgie zachovana, je nevyhnutné, aby pouzivanie umelej inteligencie
reSpektovalo zakladné prava a slobody jednotlivca. Pravo v tomto kontexte neplni len represivnu
funkciu, ale ma aj normativnu a hodnotovu Ulohu, ked stanovuje hranice technologického rozvoja.
V spleti pravnych predpisov, technickych Standardov a etickych principov moze byt orientacia v
oblasti kybernetickej bezpecnosti pre bezného pouzivatela mimoriadne narocna. Prave tu
nachadza svoje uplatnenie pravny dizajn ako moderny pristup, ktory sa snazi spristupnit pravo jeho
adresatom. Pravny dizajn mozno chapat ako most medzi abstraktnym normativnym svetom prava

a kazdodennou skusenostou jeho adresatov.

Pravny dizajn predstavuje moderny pristup k pravu, ktory vychadza z presvedcenia, Ze pravne
normy a pravidla nemaju byt len formalne spravne, ale aj zrozumitelné, pouzitelné a orientované
na cloveka, ktorému su urcené. V tradicnom ponimani je pravo casto sprostredkované
prostrednictvom jazyka a Struktur, ktoré sU pre Siroku verejnost tazko pristupné. Zlozité
formulacie, technické pojmy a abstraktné konstrukcie mézu viest k tomu, Ze adresati prava jeho
obsah nepochopia, pripadne ho vnimaju ako vzdialeny a neosobny systém, s ktorym nemaju realny
kontakt. Pravny dizajn sa snazi tento stav prekonat tym, ze kladie d6raz na spésob, akym je pravo

komunikované a uplatfiované v praxi.

Podstatou pravneho dizajnu nie je zjednoduSovanie prava na Ukor jeho presnosti, ale hladanie
takych foriem a nastrojov, ktoré umoznia lepSie porozumenie jeho zmyslu a Ucelu. Ide o proces, v
ktorom sa pravo prekladd do jazyka kazdodennej skusenosti bez toho, aby stratilo svoju
normativnu silu. V oblasti kybernetickej bezpecnosti ma tento pristup mimoriadny vyznam,
pretoze ide o oblast, kde sa pravne pravidla stretavaju s technicky zlozitym a rychlo sa meniacim
prostredim. Ak ma pravna regulacia v digitalnom priestore fungovat, jej adresati musia rozumiet

nielen tomu, ¢o sa od nich vyzaduje, ale aj preco su tieto poziadavky dodlezité.

Vyznam pravneho dizajnu spociva v jeho schopnosti prepajat pravne normy s redlnym spravanim
jednotlivcov. Pravo je vtomto ponimani vnimané nie ako subor prikazov a zakazov, ale ako nastroj,
ktory ma podporovat zodpovedné rozhodovanie a bezpecné spravanie. V kontexte kyberneticke;
bezpecnosti to znamena vytvarat pravne informacie a pravidla tak, aby jednotlivcom pomahali
lepSie sa orientovat v digitalnom prostredi, rozpoznavat rizika a predchadzat skodam. Pravny
dizajn tak prispieva k prevencii a posilfiovaniu celkovej digitalnej odolnosti spolo¢nosti.

s Financované . r 1 @ MINISTERSTVO
Eupskouiniou  PLAN {OBNOVY | meaeeeomonon - (CUSEC

NextGenerationEU SLOVENSKE) REPUBLIKY



Osobitne doblezité je uplatnenie pravneho dizajnu vo vzdelavacich aktivitach urcenych Sirokej
verejnosti. Workshop ako forma vzdeldvania vytvara priestor, v ktorom mozno principy pravneho
dizajnu uplatnit v plnej miere. Umoznuje overovat zrozumitelhost pravnych informacii v priamom
kontakte s ucastnikmi a reagovat na ich otazky, skusenosti a nejasnosti. Pravny dizajn sa tu
neprejavuje len v obsahu vykladu, ale aj v jeho Strukture, spbsobe prezentacie a vo vybere

prikladov, ktoré vychadzaju z realnych situacii digitalneho zivota.

V ramci workshopu pravny dizajn podporuje aktivne zapojenie Ucastnikov a posilfiuje ich schopnost
aplikovat pravne poznatky v praxi. Pravo prestava byt vnimané ako vzdialeny a abstraktny systém
a zacina fungovat ako prakticky nastroj orientacie v digitalnom priestore. Tento pristup je
mimoriadne ddlezity najma pre Siroku verejnost, ktora sa s pravnymi normami casto stretava bez
hlbSieho porozumenia ich mechanizmom a dosledkom.

Z dlhodobého hladiska pravny dizajn prispieva k budovaniu dovery v pravo a institucie, ktoré ho
vytvaraju a uplatiuju. Ak je pravo komunikované zrozumitelne a s ohladom na potreby jeho
adresatov, zvysuje sa ochota ho respektovat a dodrziavat. V oblasti kybernetickej bezpecnosti a
umelej inteligencie ma tento aspekt zasadny vyznam, pretoze ddvera je jednym zo zakladnych
predpokladov fungovania digitalnej spolocnosti. Pravny dizajn tak zapada do workshopového
vzdelavania nielen ako doplnkovy prvok, ale ako jeho koncepcny zaklad, ktory prepaja pravo,

technoldgie a kazdodennu skusenost jednotlivca do zrozumitelného a funkéného celku.

Prave v tomto bode zohrava klucovu Ulohu forma workshopu ako Specifického nastroja
vzdelavania. Workshop predstavuje priestor, v ktorom sa odborny pravny a technologicky vyklad
prepaja s praktickou skusenostou Ucastnikov. Na rozdiel od klasickej prednasky umoznuje aktivnu
Ucast, kladenie otazok a spolocnu reflexiu problémov, s ktorymi sa ludia stretavaju v kazdodennom
digitalnom Zivote. Pre SirokU verejnost je tento pristup mimoriadne dolezity, pretoze umoznuje
pochopit pravne pravidla nie ako abstraktné normy, ale ako sucast bezného spravania v digitalnom
priestore. Z teoretického hladiska mozno workshopové vzdelavanie chapat ako formu makkej
requlcie, ktora doplifia tradi¢né pravne nastroje. Ide o spsob pdsobenia prava, ktory nestavia na
sankciach, ale na porozumeni, dobrovolnom prijati pravidiel a zodpovednosti jednotlivca. V
digitalnom prostredi, kde je vynucovanie prava ¢asto obmedzené technickymi a jurisdikénymi
hranicami, ma takyto pristup mimoriadny vyznam. Pravo sa tu prejavuje nielen ako systém

prikazov a zdkazov, ale ako ramec, ktory formuje spravanie prostrednictvom vzdeldvania a
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kultivacie spolocenskych hodn6t. Metodologicky vyznam workshopu spodiva v prepojeni tedrie a
praxe. U¢astnici sU vedeni k tomu, aby si uvedomili, ako ich vlastné rozhodnutia ovplyviiuju Uroveri
ich bezpecnosti a aké pravne dosledky méze mat nezodpovedné spravanie. Analyza konkrétnych
situacii a pripadov umoznuje lepSie pochopit rizika spojené s pouzivanim digitalnych technoldgii a
umelej inteligencie. Zaroven sa tym posiliuje kritické myslenie a schopnost rozliSovat medzi

legitimnym vyuZzivanim technologii a ich potencialnym zneuzitim.

Empiricka skusenost s workshopovym vzdelavanim ukazuje, ze takyto pristup ma realne dopady
na spravanie Uclastnikov. Ludia, ktori lepSie rozumeju kybernetickym rizikdm a pravnym
suvislostiam, pristupuju k digitalnym technoldogiam obozretnejsie, kritickejSie hodnotia informacie
a suU ochotnejsi menit svoje navyky. Hoci nejde o okamzity a Uplny zmenu spravania, postupné
zvySovanie povedomia ma dlhodoby pozitivny vplyv na celkovu Uroven kybernetickej bezpecnosti
v spolocnosti. Tento efekt je o to vyznamnejsi, Ze bezpecnost v digitalnom priestore je do velkej
miery kolektivnym javom, zavislym od spravania jednotlivcov. Rozmer workshopov poukazuje na
ich potencial ako stabilnej sucasti verejnych politik v oblasti digitalnej bezpecnosti. Ich ukotvenie v
akademickom prostredi alebo v spolupraci s verejnymi instituciami zvysuje doveryhodnost obsahu
a umoznuje systematické vyhodnocovanie ich prinosov. Zaroven vytvara priestor na prepojenie
vyskumu, vyucby a praxe, ¢im sa zabezpeduje, ze vzdelavacie aktivity reaguju na aktualne vyzvy

technologického vyvoja.

Pre Siroku verejnost maju takéto workshopy vyznam nielen ako zdroj informacii, ale aj ako priestor
na dialdg o buducnosti digitalnej spolocnosti. Umoznuju ludom lepSie porozumiet Ulohe prava v
regulacii technoldgii a posiliuju ich schopnost aktivne sa zapajat do verejnej diskusie. Kyberneticka
bezpecnost a umeld inteligencia sa tak prestavaju javit ako témy vyhradené uUzkemu okruhu
odbornikov a stavaju sa sulastou SirSieho spolocenského vedomia. Dlhodoby prinos
workshopového vzdeldvania spociva aj v jeho schopnosti podporovat kritické myslenie. V prostredi
presytenom informaciami, automatizovanymi rozhodnutiami a rychlo sa meniacimi technoldgiami
je schopnost kriticky hodnotit digitalny obsah jednou zo zakladnych kompetencii.

Zaverom mozno konstatovat, ze kyberneticka bezpecnost v ére umelej inteligencie predstavuje
komplexnu vyzvu, ktord nemozno riesit izolovane ani vylucne prostrednictvom pravnych noriem.
Ide o oblast, v ktorej sa stretavaju technoldgie, pravo, etika a spolocenské spravanie, pricom kazda
z tychto rovin ma zasadny vplyv na celkovy vysledok. Ak ma byt digitalne prostredie bezpecné a

déveryhodné, je nevyhnutné vnimat ho ako spolocny priestor zodpovednosti, v ktorom ma svoje
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miesto Stat, odborna verejnost aj jednotlivci. Prave vzajomnad interakcia tychto aktérov urcuje
mieru odolnosti spolo¢nosti voci kybernetickym hrozbam a schopnost reagovat na technologické
zmeny, ktoré prindsa rozvoj umelej inteligencie. Pravo v tomto kontexte neplni len Ulohu
formalneho regulatora, ale stava sa sucastou sirSieho spoloc¢enského procesu, ktorého cielom je
vytvarat rdmec pre bezpecné a zodpovedné pouzivanie digitalnych technoldgii. Jeho Ucinnost vsak
zavisi od miery porozumenia a prijatia zo strany jeho adresatov. Bez aktivnej U¢asti verejnosti a bez
rozvoja pravneho a digitalneho povedomia zostavaju aj najpreciznejsie pravne normy len ciastocne
funkcné. Z tohto pohladu je zrejmé, Ze kyberneticka bezpecnost nemoéze byt dosiahnuta len
prostrednictvom sankcii a povinnosti, ale vyzaduje si systematicku prevenciu a vzdelavanie. Ak ma
byt technologicky pokrok vnimany ako legitimny a prospesny, musi byt sprevadzany doverou, ze
jeho vyuzivanie podlieha jasnym pravidlam a hodnotovym hraniciam. Prave tu sa ukazuje vyznam
prepojenia pravnej regulacie s verejnou diskusiou. Spoloc¢nost, ktora rozumie digitalnym rizikam,
dokaze ich lepsie predvidat a zvladat ich dosledky. Vzdelavanie, otvorena komunikacia a
zrozumitelné sprostredkovanie pravnych pravidiel zohravaju v tomto procese klucovu Ulohu.
Posilfiuju schopnost jednotlivcov orientovat sa v digitalnom prostredi a zaroven prispievaju k

stabilite a doveryhodnosti institucii.

V konecnom désledku mozno povedat, ze workshopy zamerané na kybernetickU bezpecnost,
umelu inteligenciu a pravny dizajn predstavuju dblezity nastroj budovania spolocenskej odolnosti.
Umoznuju postupne vytvarat prostredie, v ktorom su technoldgie vnimané nielen ako zdroj
efektivity, ale aj ako oblast vyzadujuca zodpovednost a reflexiu. Informovani a digitalne gramotni
obcania su lepSie pripraveni zapajat sa do diskusie o regulacii technoldgii, o hraniciach vyuzivania
umelej inteligencie a o ochrane zakladnych prav v digitalnom priestore. Kyberneticka bezpecnost
sa tak stava nielen technickou a pravnou otazkou, ale aj sUcastou verejnej debaty o smerovani
modernej spolo¢nosti. Prave prostrednictvom takéhoto pristupu je mozné smerovat k digitalnemu
priestoru, ktory bude nielen inovativny, ale aj bezpecny, spravodlivy a doveryhodny pre vsetkych

jeho pouzivatelov.
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