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Trestný čin
• §8  Trestného zákona: „Trestný čin je protiprávny čin, 

ktorého znaky sú uvedené v tomto zákone,ak tento 
zákon neustanovuje inak.“

• Rozdiel: čin/trestný čin 



Prečin
(1)Prečin je

a)trestnýčinspáchanýznedbanlivostialebo

b)úmyselný trestný čin, za ktorý tento zákon v osobitnej
častiustanovujetrestodňatia slobodyshornouhranicou
trestnejsadzbyneprevyšujúcoupäťrokov.

(2)Nejde o prečin, ak vzhľadom na spôsob vykonania
činu a jeho následky, okolnosti, za ktorých bol čin
spáchaný, mieru zavinenia a pohnútku páchateľa je jeho
závažnosťnepatrná.



Zločin
(1)Zločin je úmyselný trestný čin, za ktorý tento zákon v
osobitnej časti ustanovuje trest odňatia slobody s
hornou hranicou trestnej sadzby prevyšujúcou päť
rokov.

(2)O zločin ide aj vtedy, ak v prísnejšej skutkovej
podstate prečinu spáchaného úmyselne je ustanovená
hornáhranicatrestnejsadzbyprevyšujúcapäťrokov.

(3)Zločin, za ktorý tento zákon ustanovuje trest
odňatia slobody s dolnou hranicou trestnej sadzby
najmenej desať rokov, sa považuje za obzvlášť
závažný.–Obzvlášťzávažnýtrestnýčin



Prečo je to dôležité?



Pokračovací trestný čin 

Páchateľ pokračoval v páchaní toho istého
trestného činu. Trestnosť všetkých čiastkových
útokov sa posudzuje ako jeden trestný čin, ak
všetky čiastkové útoky toho istého páchateľa
spája objektívna súvislosť v čase, spôsobe ich
páchania a v predmete útoku, ako aj subjektívna
súvislosť, najmä jednotiaci zámer páchateľa
spáchať uvedený trestný čin.



Hromadný trestný čin 

Za hromadný trestný čin sa považuje jeho
spáchanie viacerými činmi, ktoré
samostatne ešte nie sú trestným činom.
Trestnosť všetkých takých činov sa
posudzuje spoločne.



Trváci trestný čin 

Za trváci trestný čin sa považuje vyvolanie a
udržiavanie alebo len udržiavanie protiprávneho
stavu.



Prečo je to dôležité?



Okolnosti vylučujúce 
protiprávnosť činu

• Krajná núdza

• Nutná obrana

• Oprávnené použitie zbrane

• Dovolené riziko

• Výkon práva a povinnosti

• Súhlas poškodeného

• Plnenie úlohy agenta



Prečo je to dôležité?



Skutková podstata trestného 
činu 

Skutková podstata predstavuje súhrn znakov
vytvárajúcich typizáciu určitého ľudského
správania sa ako konkrétne, legislatívne
vyjadreného trestného činu alebo trestných
činov. Iná definícia skutkovej podstaty definuje
skutkovú podstatu ako súhrn obligatórnych
a fakultatívnych znakov, ktoré charakterizujú
určité ľudské správanie sa ako trestný čin.



Trestná zodpovednosť 

• Nedostatok veku 

• Nepríčetnosť 



Trestná zodpovednosť 
právnických osôb

• Zákon č. 91/2016 Z.z. O trestnej 
zodpovednosti právnických osôb

• §3 TzPO

• §4 TzPO



Prečo je to dôležité?



Vývojové štádia trestného 
činu

1. Myšlienka spáchať trestný čin

2. Prijatie rozhodnutia spáchať trestný čin

3. Prejavenie úmyslu spáchať trestný čin
navonok

4. Príprava na zločin

5. Pokus trestného činu

6. Dokonaný trestný čin



Príprava na zločin 

(1)Príprava na zločin je konanie, ktoré spočíva v úmyselnom organizovaní zločinu, zadovažovaní alebo prispôsobovaní prostriedkovalebo 
nástrojov na jeho spáchanie, v spolčení, zhluknutí, návode, objednávaní alebo pomoci na taký zločin alebo v inom úmyselnom vytváraní 
podmienok na jeho spáchanie, ak nedošlo k pokusu ani dokonaniu zločinu.

(2)Príprava na zločin je trestná podľa trestnej sadzby ustanovenej za zločin, ku ktorému smerovala.

(3)Trestnosť prípravy na zločin zaniká, ak páchateľ dobrovoľne

a)upustil od ďalšieho konania smerujúceho k spáchaniu zločinu a odstránil nebezpečenstvo, ktoré vzniklo záujmu chránenému týmto 
zákonom z podniknutej prípravy, alebo

b)urobil o príprave na zločin oznámenie orgánu činnému v trestnom konaní alebo Policajnému zboru v čase, keď nebezpečenstvo, ktoré 
vzniklo záujmu chránenému týmto zákonom z podniknutej prípravy, sa mohlo ešte odstrániť; vojak môže toto oznámenie urobiť aj 
svojmu nadriadenému alebo služobnému orgánu a osoba vo výkone trestu odňatia slobody alebo vo výkone väzby aj príslušníkovi Zboru 
väzenskej a justičnej stráže.

(4)Ustanovením odseku 3 nie je dotknutá trestnosť páchateľa za iný trestný čin, ktorý už týmto konaním spáchal.



Pokus trestného činu
(1) Pokus trestného činu je konanie, ktoré bezprostredne smeruje k dokonaniu trestného činu, ktorého sa páchateľ dopustil v úmysle 
spáchať trestný čin, ak nedošlo k dokonaniu trestného činu.

(2) Pokus trestného činu je trestný podľa trestnej sadzby ustanovenej na dokonaný trestný čin.

(3) Trestnosť pokusu trestného činu zaniká, ak páchateľ dobrovoľne

a) upustil od ďalšieho konania potrebného na dokonanie trestného činu a odstránil nebezpečenstvo, ktoré vzniklo záujmu chránenému 
týmto zákonom z podniknutého pokusu, alebo

b) urobil o pokuse trestného činu oznámenie orgánu činnému v trestnom konaní alebo Policajnému zboru v čase, keď nebezpečenstvo,
ktoré vzniklo záujmu chránenému týmto zákonom z podniknutého pokusu, sa mohlo ešte odstrániť; vojak môže toto oznámenie urobiť aj 
svojmu nadriadenému alebo služobnému orgánu a osoba vo výkone trestu odňatia slobody alebo vo výkone väzby aj príslušníkovi Zboru 
väzenskej a justičnej stráže.

(4) Ustanovením odseku 3 nie je dotknutá trestnosť páchateľa za iný trestný čin, ktorý už týmto konaním spáchal.



Prečo je to dôležité?



Účasť viacerých osôb na 
spáchaní trestného činu 



Spolupáchateľstvo

• Ak bol trestný čin spáchaný spoločným konaní 
najmenej dvoch osôb

• Objektívna podmienka

• Subjektívna podmienka 

• Prípady podobné spolupáchateľstvu 
• Zdanlivé spolupáchateľstvo 

• Súbežné páchateľstvo



§21 Účastník
(1) Účastník na dokonanom trestnom čine alebo na jeho pokuse je
ten,ktoúmyselne

a)zosnovalaleboriadilspáchanietrestnéhočinu(organizátor),

b)naviedol inéhonaspáchanietrestnéhočinu(návodca),

c)požiadal iného,abyspáchaltrestnýčin(objednávateľ),alebo

d) poskytol inému pomoc na spáchanie trestného činu, najmä
zadovážením prostriedkov, odstránením prekážok, radou,
utvrdzovaním v predsavzatí, sľubom pomôcť po trestnom čine
(pomocník); za pomoc, zadovažovanie prostriedkov a poskytnutie
rady sa nepovažuje poskytnutie právnej služby advokátom podľa
osobitnéhopredpisu.

(2) Na trestnú zodpovednosť účastníka sa použijú ustanovenia o
trestnej zodpovednosti páchateľa, ak tento zákon neustanovuje
inak.



Organizovaná skupina  -§
129 ods. 2 TZ

Organizovanou skupinou sa na účely tohto zákona 
rozumie spolčenie najmenej troch osôb na účel 
spáchania trestného činu, s určitou deľbou určených 
úloh medzi jednotlivými členmi skupiny, ktorej 
činnosť sa v dôsledku toho vyznačuje plánovitosťou a 
koordinovanosťou, čo zvyšuje pravdepodobnosť 
úspešného spáchania trestného činu.



Zločinecká skupina  - 129 ods. 
4 TZ

Zločineckou skupinou sa na účely tohto zákona rozumie štruktúrovaná skupina
najmenej troch osôb, ktorá existuje počas určitého časového obdobia a koná
koordinovane s cieľom spáchať jeden alebo viacej zločinov, trestný čin
legalizácie výnosu z trestnej činnosti podľa§ 233 alebo niektorý z trestných činov
korupcie podľa ôsmej hlavy tretieho dielu osobitnej časti na účely priameho
alebo nepriameho získania finančnej alebo inej výhody.



Vybrané počítačové trestné 
činy
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Kybernetická kriminalita 

• Cyber-depandet

• Cyber-enebled

• Computer supported



Trojský kôň
Predstavuje typ malvéru, ktorý je známy od roku 1972.
Pomenovanie dostal podľa koňa, ktorého použili Gréci ako lesť v
Trójskej vojne. Drevený kôň, ktorého darovali Gréci občanom
mestaTrója,vsebeobsahovalvojakov,ktorívnociotvorilimestské
brány a umožnili tak gréckej armáde dobyť Tróju. Trójsky kôň sa
maskuje ako bežný program, ale umožňuje iným osobám
vzdialený prístup k infikovanému počítaču. Akonáhle má útočník
prístup k infikovanému počítaču, je možné, že útočník ukradne
dáta (prihlasovacie údaje, osobné údaje, dokonca aj elektronické
peniaze), nainštaluje viac škodlivých programov, upraví súbory
alebomonitoruječinnosťpoužívateľa.



Spywere

Je typ malvéru, ktorý sleduje aktivity používateľa bez jeho 
vedomia alebo povolenia. Sledovanie používateľa môže 
zahŕňať monitorovanie jeho činnosti, zhromažďovanie 
úderov na klávesnici, zhromažďovanie údajov (informácie o 
účtoch, prihláseniach, citlivé údaje). Častokrát môže 
spyware meniť bezpečnostné nastavenia aplikácií alebo 
webových prehliadačov.



Ransomvér (ransomware)
Predstavuje v súčasnej dobe jednej z najnebezpečnejších typov
malvéru, ktorý požaduje od používateľa výkupné. Tento malvér
obmedzuje prístup používateľa k počítaču buď šifrovaním
súborov na pevnom disku, alebo uzamknutím systému a
zobrazením správ. Útočník sa snaží prinútiť používateľa, aby
zaplatil výkupné, po ktorom sa odstránia obmedzenia, a
poskytne sa používateľovi plný prístup k svojmu zariadeniu,
resp. údajom. V praxi sa mnohokrát stáva, že po zaplatení
určitej sumy peňazí, útočníci žiadajú zaplatenie vyššej čiastky
peňazí,resp.programnadešifrovaniesúborovnefunguje.



§201a Sexuálne zneužívanie

Kto prostredníctvom elektronickej komunikačnej služby navrhne dieťaťu
mladšiemu ako pätnásť rokov osobné stretnutie v úmysle spáchať na ňom
trestný čin sexuálneho zneužívania alebo trestný čin výroby detskej pornografie,
pričom sám nie je dieťaťom, potrestá sa odňatím slobody na šesť mesiacov až tri
roky.



§221 Podvod
(1)Kto na škodu cudzieho majetku seba alebo iného obohatí tým, že uvedie niekoho do omylu alebo využije niečí omyl, a spôsobí tak na 
cudzom majetku malú škodu, potrestá sa odňatím slobody až na dva roky.

(2)Odňatím slobody až na štyri roky sa páchateľ potrestá, ak spácha čin uvedený v odseku 1 a spôsobí ním väčšiu škodu.

(3)Odňatím slobody na dva roky až osem rokov sa páchateľ potrestá, ak spácha čin uvedený v odseku 1

a)a spôsobí ním značnú škodu,

b)z osobitného motívu,

c)závažnejším spôsobom konania, alebo

d)na chránenej osobe.

(4)Odňatím slobody na tri roky až desať rokov sa páchateľ potrestá, ak spácha čin uvedený v odseku 1

a)a spôsobí ním škodu veľkého rozsahu,

b)ako člen nebezpečného zoskupenia, alebo

c)za krízovej situácie.



§360b Nebezpečné 
elektronické obťažovanie
(1)Kto úmyselne prostredníctvom elektronickej komunikačnej služby, počítačového systému alebo počítačovej siete podstatným spôsobom zhorší kvalitu 
života iného tým, že

a)ho dlhodobo ponižuje, zastrašuje, neoprávnene koná v jeho mene alebo dlhodobo inak obťažuje, alebo

b)neoprávnene zverejní alebo sprístupní tretej osobe obrazový, zvukový alebo obrazovo-zvukový záznam jeho prejavu osobnej povahy získaný s jeho 
súhlasom, spôsobilý značnou mierou ohroziť jeho vážnosť alebo privodiť mu inú vážnu ujmu na právach,

potrestá sa odňatím slobody až na tri roky.

(2)Odňatím slobody na jeden rok až štyri roky sa páchateľ potrestá, ak spácha čin uvedený v odseku 1

a)na chránenej osobe, alebo

b)z osobitného motívu.

(3)Odňatím slobody na dva roky až šesť rokov sa páchateľ potrestá, ak spácha čin uvedený v odseku 1

a)a spôsobí ním značnú škodu,

b)s úmyslom získať pre seba alebo iného značný prospech, alebo

c)hoci bol za taký čin v predchádzajúcich dvadsiatich štyroch mesiacoch odsúdený.



§247 Neoprávnený prístup 
do počítačového systému
(1)Kto prekoná bezpečnostné opatrenie, a tým získa neoprávnený prístup do počítačového systému alebo 
jeho časti, potrestá sa odňatím slobody až na dva roky.

(2)Odňatím slobody na šesť mesiacov až tri roky sa páchateľ potrestá, ak spácha čin uvedený v odseku 1

a)závažnejším spôsobom konania, alebo

b)a spôsobí ním značnú škodu.

(3)Odňatím slobody na jeden rok až päť rokov sa páchateľ potrestá, ak spácha čin uvedený v odseku 1

a)a spôsobí ním škodu veľkého rozsahu, alebo

b)ako člen nebezpečného zoskupenia.



§247a Neoprávnený zásah do 
počítačového systému
(1)Kto obmedzí alebo preruší fungovanie počítačového systému alebo jeho časti
a)neoprávneným vkladaním, prenášaním, poškodením, vymazaním, zhoršením kvality, pozmenením, potlačením alebo zneprístupnením počítačových údajov, alebo
b)tým, že urobí neoprávnený zásah do technického alebo programového vybavenia počítača a získané informácie neoprávnene zničí, poškodí, vymaže, pozmení alebo zníži ich 
kvalitu,
potrestá sa odňatím slobody na šesť mesiacov až tri roky.
(2)Odňatím slobody na jeden rok až päť rokov sa páchateľ potrestá, ak spácha čin uvedený v odseku 1
a)a spôsobí ním značnú škodu,
b)a spôsobí ním vážnu poruchu v činnosti štátneho orgánu, orgánu územnej samosprávy, súdu alebo iného orgánu verejnej moci,
c)tak, že zneužije osobné údaje iného s cieľom získať dôveru tretej strany, alebo
d)závažnejším spôsobom konania.
(3)Odňatím slobody na dva roky až osem rokov sa páchateľ potrestá, ak spácha čin uvedený v odseku 1
a)a spôsobí ním škodu veľkého rozsahu,
b)a spôsobí ním vážnu poruchu v kritickej infraštruktúre, alebo
c)ako člen nebezpečného zoskupenia.



Spisová značka: 2T/51/2019

• Súd: Okresný súd Vranov nad Topľou

• Identifikačné číslo súdneho spisu: 8819010593

• Dátum vydania rozhodnutia: 30. 10. 2019

• V úmysle a za účelom obmedziť a prerušiť funkčnosť digitálneho tachografu, sťa by počítačového systému, 
dal do vozidla prídavné sofistikované zariadenie ovplyvňujúce funkčnosť digitálneho tachografu vozidla a to 
potlačením signálu snímača pohybu, ktoré je aktivované z kabíny vodiča a to päťkrát zošliapnutím plynového 
pedála, v dôsledku čoho bolo možné po piatich zošliapnutiach plynového pedála vyradiť digitálny tachograf 
vozidla z činnosti

• prečin neoprávneného zásahu do počítačového systému podľa §247a ods. 1 písm. a) a b) TZ

• peňažný trest 1.000 €



§247b Neoprávnený zásah 
do počítačového údaja

(1)Kto úmyselne poškodí, vymaže, pozmení, potlačí alebo zneprístupní počítačové údaje alebo zhorší ich kvalitu v rámci počítačového 
systému alebo jeho časti, potrestá sa odňatím slobody na šesť mesiacov až tri roky.

(2)Odňatím slobody na jeden rok až päť rokov sa páchateľ potrestá, ak spácha čin uvedený v odseku 1

a)a spôsobí ním značnú škodu,

b)a spôsobí ním vážnu poruchu v činnosti štátneho orgánu, orgánu územnej samosprávy, súdu alebo iného orgánu verejnej moci,

c)tak, že zneužije osobné údaje iného s cieľom získať dôveru tretej strany, alebo

d)závažnejším spôsobom konania.

(3)Odňatím slobody na dva roky až osem rokov sa páchateľ potrestá, ak spácha čin uvedený v odseku 1

a)a spôsobí ním škodu veľkého rozsahu,

b)a spôsobí ním vážnu poruchu v kritickej infraštruktúre, alebo

c)ako člen nebezpečného zoskupenia.



Spisová značka: 4T/19/2021
• Súd: Okresný súd Levice

• Spisová značka: 4T/19/2021

• Identifikačné číslo súdneho spisu: 4321010147

• Dátum vydania rozhodnutia: 17. 06. 2021

Zo svojho mobilného telefónu prostredníctvom znalosti pravých prihlasovacích údajov v rozsahu mena a hesla bez vedomia a súhlasuW. 
B. opakovane prihlásil do jej účtu na sociálnej sieti Facebook, kde si prečítal jej súkromné správy, do svojho mobilného telefónu si stiahol jej 
intímne fotografie, ktoré v jej mene prostredníctvom súkromných správ rozposlal ich spoločným známym, po čom opakovane zmeniljej 
prihlasovacie údaje, v dôsledku čoho bola W. B. nútená vytvoriť si nový účet požadoval za každé vymazanie jednej fotografie intímny styk, 
stretnutie a obnovenie vzájomného spolužitia, inak ich rozpošle ďalším osobám a zverejní ich na sociálnej sieti Facebook,



§247c Neoprávnené zachytávanie 
počítačových údajov
(1)Kto neoprávnene zachytáva počítačové údaje prostredníctvom technických prostriedkov neverejných prenosov počítačových údajov dopočítačového 
systému, z neho alebo v jeho rámci vrátane elektromagnetických emisií z počítačového systému, ktorý obsahuje takéto počítačové údaje, potrestá sa 
odňatím slobody až na dva roky.

(2)Kto ako zamestnanec poskytovateľa elektronickej komunikačnej služby spácha čin uvedený v odseku 1 alebo inému úmyselne umožníspáchať taký čin, 
alebo pozmení alebo potlačí správu podanú prostredníctvom elektronickej komunikačnej služby, potrestá sa odňatím slobody na šesťmesiacov až tri roky.

(3)Odňatím slobody na jeden rok až päť rokov sa páchateľ potrestá, ak spácha čin uvedený v odseku 1 alebo 2

a)z osobitného motívu,

b)závažnejším spôsobom konania, alebo

c)spôsobí ním značnú škodu.

(4)Odňatím slobody na dva roky až osem rokov sa páchateľ potrestá, ak spácha čin uvedený v odseku 1 alebo 2

a)a spôsobí ním škodu veľkého rozsahu, alebo

b)ako člen nebezpečného zoskupenia.



§247d Výroba a držba prístupového zariadenia, hesla do 
počítačového systému alebo iných údajov

(1) Kto v úmysle spáchať trestný čin neoprávneného prístupu do počítačového systému podľa §247, neoprávneného zásahu do počítačového systému podľa §
247a, neoprávneného zásahu do počítačového údaja podľa §247b alebo neoprávneného zachytávania počítačových údajov podľa §247c vyrobí, dovezie, 
obstará, kúpi, predá, vymení, uvedie do obehu alebo akokoľvek sprístupní

a)zariadenie vrátane počítačového programu vytvorené na neoprávnený prístup do počítačového systému alebo jeho časti, alebo

b)počítačové heslo, prístupový kód alebo podobné údaje umožňujúce prístup do počítačového systému alebo jeho časti,

potrestá sa odňatím slobody až na dva roky.

(2)Odňatím slobody na šesť mesiacov až tri roky sa páchateľ potrestá, ak spácha čin uvedený v odseku 1

a)závažnejším spôsobom konania, alebo

b)a spôsobí ním značnú škodu.

(3)Odňatím slobody na jeden rok až päť rokov sa páchateľ potrestá, ak spácha čin uvedený v odseku 1

a)a spôsobí ním škodu veľkého rozsahu, alebo

b)ako člen nebezpečného zoskupenia.



Prípadová štúdia
ObvinenýMartin K., 24-ročný študent informatiky, pracoval na dohodu o brigádnickej práci
študentov ako technická podpora v spoločnostiDataSoft, s. r. o.. V rámci svojej prácemal
oprávnenýprístup lenk internémuhelpdesksystémuakzákladnýmpoužívateľskýmúčtom
zamestnancov za účelom riešenia technických problémov. Nemal však oprávnenie
vstupovať do databáz obsahujúcich obchodné údaje spoločnosti ani do e-mailových
schránokvedenia firmy.

Po skončení pracovného pomeru si Martin K. ponechal prihlasovacie údaje bývalého
kolegu, ktoré si zapamätal ešte počas brigády. Približne dva mesiace po ukončení
spolupráce sa z domu prihlásil do interného informačného systému spoločnosti, kde bez
oprávnenia vstúpil do databázy obsahujúcej zoznam klientov, cenové ponuky a internú
komunikáciumedzivedením firmy.Získanéúdajesiuložildoosobnéhopočítačasúmyslom
použiť ichpriuchádzanísaozamestnanievkonkurenčnejspoločnosti.



Prípadová štúdia
M.H., 23-ročnýmuž,sa vdôsledkuneúspešnéhopodnikaniadostal do vážnych finančných
problémov. Situáciu sa snažil riešiť bankovými úvermi, ktoré postupne navýšil až na sumu
približne 70 000 eur. Ani po nástupe do zamestnania ako automechanik nebol schopný
splácať svoje záväzky riadne a včas. V septembri 2022 bol telefonicky kontaktovaný
pracovníčkou banky, ktorá ho upozornila na omeškanie splátky vo výške 12 000 eur. Po
dohode mu bola poskytnutá dodatočná lehota na úhradu 10 pracovných dní. Koncom
septembra 2022 navštívil svojich starých rodičov, aby si u nich vytlačil potrebné dokumenty.
Počas tlače si všimol na počítači babičky ikonu elektronického bankovníctva. Po kliknutí sa
zobrazil prihlasovací formulár s už predvyplnenými údajmi. Po ich potvrdení bol vyzvaný na
zadanie bezpečnostného kódu, ktorý bol zaslanýSMS správou na babičkinmobilný telefón
ležiaci vedľa počítača. Po prihlásenído internetového bankovníctva zistil, že na účte starých
rodičov sa nachádzapribližne 100 000 eur. Rozhodol sa previesť sumu 12 000 eur na svoj
účet,čímuhradil svojuomeškanúsplátku.Otejto transakciistarýmrodičomničnepovedal.



Ďakujeme za poroznosť
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