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Rozsah: 
10 vyučovacích hodín. Vyučovacia hodina má 45 min. Modul sa delí na 2 časti s časovou dotáciu 5 

vyučovacích hodín pre každú časť modulu. 

 
Obsah a forma vzdelávania: 
Modul 1 sa zameriava na úvod do zodpovednostných vzťahov v kybernetickej bezpečnosti, ktoré budú 
bližšie rozobrané v ďalších moduloch, zahŕňajúc európsku a národnú právnu úpravu, vzťahy medzi 
kybernetickou bezpečnosťou a inými oblasťami práva, a technické normy. Okrem toho sa modul 
venuje právnej zodpovednosti, identifikácii zodpovedných subjektov a analýze zodpovednostných 
vzťahov na národnej a európskej úrovni v oblasti kybernetickej bezpečnosti.  
 
Modul v sebe zahŕňa aj rôzne cvičenia, prípadové štúdie pre účastníkov, ktoré im pomôžu prepojiť 
teoretické poznatky s praktickými zručnosťami. Modul sa uskutoční prezenčne a/alebo v rámci 
virtuálnej miestnosti (MS TEAMS), kde bude zachovaný reálny čas interakcie a možnosť okamžitých 
otázok, diskusií a spolupráce medzi účastníkmi.  Vzdelávanie v rámci modulu bude rozdelené na 2 
časti s časovou dotáciu 5 vyučovacích hodín pre každú časť modulu. 
 
Osnova: 
Časť 1 

• Koncept zodpovednosti so zameraním na pojem právnej zodpovednosti. Vymedzenie 
základných druhov právnej zodpovednosti, ich členenie a rozdiely medzi nimi.  

• Základné princípy súkromnoprávnej zodpovednosti. Základné princípy verejnoprávnej 
zodpovednosti vo vzťahu ku kybernetickej bezpečnosti. 

• Administratívnoprávna trestnoprávna zodpovednosť (spoločné a rozdielne znaky). Základy 
administratívnoprávnej zodpovednosti v oblasti kybernetickej bezpečnosti 

 
Časť 2  

• Základné princípy trestnoprávnej zodpovednosti fyzických a právnických osôb.  

• Trestná zodpovednosť v oblasti kybernetickej bezpečnosti.  

• Osobitné formy páchania trestnej činnosti vo vzťahu ku kybernetickej bezpečnosti. Vybrané 
súdne rozhodnutia zamerané na  zabezpečovanie dôkazov súvisiacich s postihom 
kybernetickej bezpečnosti v trestnom konaní 

• Zodpovednosť prevádzkovateľov základnej služby v kontexte trestného práva 
 
Výsledky vzdelávania: 
Po absolvovaní modulu účastníci dokážu: 

• porozumieť významu zodpovednosti v kybernetickej bezpečnosti  pre činnosť organizácie,  

•  poznať jednotlivé druhy zodpovednosti v kybernetickej bezpečnosti, 

• nadobudnúť schopnosť určiť zodpovednosti zamestnancov organizácie vo vzťahu 

• vedieť definovať a kontrolovať plnenie požiadaviek kybernetickej bezpečnosti  

• nadobudnúť schopnosť presadzovať politiky kybernetickej bezpečnosti v organizácii. 
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