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Čo je kyberšikana?

• Zámerné nepriateľské správanie jednotlivca alebo skupiny, ktoré má za 
cieľ ublížiť iným, pričom sa na daný účel zneužívajú informačno-
komunikačné technológie a deje sa v internetovom prostredí.

• Príklad: V triede vznikla hádka medzi Luciou a Elenou, lebo jej Lucia 
odmietla posunúť úlohu z matematiky. Elena sa naštvala a rozhodla sa na 
svojom Tik-Toku a Instagrame zverejniť Luciinu fotku spolu s adresou jej 
bydliska a jej súkromné číslo. K tomu dodala popis „Keď niečo potrebujete 
z matiky, choďte zazvoniť tejto mudrlantke. Pi*a vám to rada vysvetlí.“
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Ako sa brániť?

1. Spravte si screenshot-y konverzácie, uložte videá a zvukové stopy,

2. Zablokujte útočníka

3. Zmeňte profily na súkromné alebo ich dočasne vypnite

4. Nahláste jeho profil a oznámte situáciu blízkej osobe (priatelia, 
rodina atď.)

5. Ak je situácia vážna choďte na políciu a nedajte sa odbiť 
(nahlásenie nič nestojí a nepotrebujete ani právne zastúpenie)
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Trestný zákon
• Deepfake: § 373 Ohováranie, § 375 Poškodzovanie cudzích práv

• POZOR na osobu vyzerajúcu ako dieťa (do 18 rokov): 
• § 368 Výroba detskej pornografie (4-10 rokov, verejne 7-12 rokov)
• § 369 Rozširovanie detskej pornografie (1-5 rokov, verejne 3-8 rokov)

• § 360a Nebezpečné prenasledovanie (sadzba: 6 mesiacov až 3 roky)
„ Kto iného prenasleduje takým spôsobom, že to môže vzbudiť dôvodnú obavu o jeho život 
alebo zdravie, život alebo zdravie jemu blízkej osoby alebo podstatným spôsobom zhoršiť 
kvalitu jeho života, tým, že:
c) ho kontaktuje prostredníctvom tretej osoby alebo elektronickej komunikačnej služby, 
písomne alebo inak proti jeho vôli, alebo 
d) zneužije jeho osobné údaje na účel získania osobného alebo iného kontaktu...“
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Trestný zákon
• § 360b Nebezpečné elektronické obťažovanie (1 až 4 roky)

„Kto úmyselne prostredníctvom elektronickej komunikačnej služby, počítačového 
systému alebo počítačovej siete podstatným spôsobom zhorší kvalitu života iného tým, 
že:
a) ho dlhodobo ponižuje, zastrašuje, neoprávnene koná v jeho mene alebo dlhodobo 
inak obťažuje, alebo 
b) neoprávnene zverejní alebo sprístupní tretej osobe obrazový, zvukový alebo 
obrazovo-zvukový záznam jeho prejavu osobnej povahy získaný s jeho 
súhlasom, spôsobilý značnou mierou ohroziť jeho vážnosť alebo privodiť mu inú 
vážnu ujmu na právach...“

• § 189 Vydieranie (2-6 rokov, alt. 4-10 rokov)
„Kto iného násilím, hrozbou násilia alebo hrozbou inej ťažkej ujmy núti, aby niečo konal, 
opomenul alebo trpel...“
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Trestný zákon

• § 154 Účasť na samovražde (3 až 8 rokov)

„Kto iného pohne k samovražde alebo inému k samovražde pomáha, ak došlo aspoň 
k pokusu o samovraždu...“

• „Klasická“ kyberkriminalita:
§ 247 Neoprávnený prístup do počítačového systému
§ 247a Neoprávnený zásah do počítačového systému
§ 247b Neoprávnený zásah do počítačového údaja
§ 247c Neoprávnené zachytávanie počítačových údajov
§ 247d Výroba a držba prístupového zariadenia, hesla do počítačového systému 
alebo iných údajov
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Páchanie trestnej činnosti – strata možností
• Záznam v registri: strata bezúhonnosti pre výkon povolaní ako napríklad: 

• štátna služba (funkcia, PZ, Armáda, SIS, VS, diplomacia, atď.)
• výkon zdravotníckeho povolania (sestra, lekár, záchranár, farmaceut...)
• živnosť

• § 6 ods. 2: „Za bezúhonného sa na účely tohto zákona nepovažuje ten, kto bol právoplatne 
odsúdený za trestný čin hospodársky, trestný čin proti majetku alebo iný trestný čin 
spáchaný úmyselne, ktorého skutková podstata súvisí s predmetom podnikania.“

• osobitne taxislužba
• učiteľstvo

• POZOR: bezúhonnosť žiadajú aj súkromné firmy
• pre záznam spravidla odmietnu uchádzača o zamestnanie [umožňuje to § 41 ods. 

6 písm. c) Zákonníka práce].
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Ústav na výkon trestu
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Ústav na výkon trestu

Tzv. kompenzačná miestnosť 
• pre agresívnych väzňov, 

samodeštrukčné sklony atď.
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Ústav na výkon trestu

Budíček: 5:30 h
Večierka 20:45 / 22:00
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Ústav na výkon trestu
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Vďaka za pozornosť!
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