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Čo si predstavujete pod ochranou 
osobných údajov?

The Slido app must be installed on every computer you’re presen7ng from

Do not edit

How to change the design

https://www.slido.com/powerpoint-polling?utm_source=powerpoint&utm_medium=placeholder-slide
https://www.slido.com/support/ppi/how-to-change-the-design


Právo na súkromie

„ Právo jednotlivca na to, aby ho nechali samého.“

LOUIS BRANDEIS
Sudca Najvyššieho súdu USA



Ochrana osobných údajov
• Súčasť práva na súkromie→ ľudské právo
• V dôsledku nových technológií vznikla potreba zjednotiť ochranu

osobných údajov → prijatie Všeobecného nariadenia na ochranu
osobných údajov (GDPR)

• Väčšina technológií spracúva údaje, vrátane osobných údajov
• Ochrana osobných údajov sčasti zabezpečuje, aby mali jednotlivci

kontrolu nad svojimi osobnými údajmi

Zdroj: Copilot

informácia ≠ osobný údaj



Osobný údaj
• akákoľvek informácia týkajúce sa identifikovanej alebo identifikovateľnej fyzickej osoby

• identifikovateľná fyzická osoba je osoba, ktorú možno identifikovať priamo alebo nepriamo, najmä

odkazom na identifikátor, ako je meno, identifikačné číslo, lokalizačné údaje, online identifikátor, alebo

odkazom na jeden či viaceré prvky, ktoré sú špecifické pre fyzickú, fyziologickú, genetickú, mentálnu,

ekonomickú, kultúrnu alebo sociálnu identitu tejto fyzickej osoby (čl.4 ods. 1 GDPR)

1. Akákoľvek informácia
2. týkajúca sa
3. identifikovanej alebo identifikovateľnej fyzickej osoby



Prípadová štúdia 1
Neznámy človek vytvorí na sociálnej sieti falošný profil študenta. Používa jeho
meno, fotografie prevzaté z internetu bez súhlasu a kontaktuje jeho
spolužiakov. Vystupuje akoby za neho a žiada osobné informácie, prípadne
zdieľa nepravdivé alebo nevhodné správy.

1. Aká škoda môže vzniknúť pre študenta (dotknutú osobu) v škole, medzi 
známymi alebo na sociálnych sieťach? 

2. Môže dôjsť k psychologickému tlaku alebo kyberšikane?
3. Je vytvorenie falošného profilu porušením práva na ochranu osobných 

údajov?



Prípadová štúdia 2
Škola zverejní fotografie zo školského výletu na svojej webovej stránke. Niektorí 
rodičia však nedali súhlas so zverejnením podobizne svojich detí. Fotografie sú 
verejne dostupné a viditeľné pre kohokoľvek.

1. Je fotografia osobným údajom?
2. V čom spočíva problém, ak chýba súhlas zákonného zástupcu? 
3. Prečo môže byť zverejnenie bez súhlasu nebezpečné alebo citlivé?



Digitálna identita a digitálna stopa

🕵
• Digitálna identita sú založené účty a údaje obsiahnuté v nich na

internete
• Digitálna stopa zahŕňa dáta, ktoré po sebe „zanecháme“ pri

používaní internetu (reakcie na príspevky, poloha, cookies,
prihlásenie, ...)

👍🤣 ❤



Aktivita
Vyhľadaj svoju digitálnu stopu na internete.

🔎



Zásady ochrany osobných údajov (čl. 5 GDPR)
1. Zásadazákonnosti,spravodlivostiatransparentnosti
2. Zásadaobmedzeniaúčelu
3. Zásadaminimalizácieúdajov
4. Zásadasprávnostiúdajov
5. Zásadaminimalizácieuchovávania
6. Zásadaintegrityadôvernosti
7. Zásadazodpovednosti



Právne základy spracúvania osobných údajov

Súhlas



JEDNOZNAČNOSŤ
- Prejavu vôle

SLOBODNE DANÝ
Recitál 43 – nerovnováha 

Článok 7 (4) GDPR – „take it or leave it“

KONKRÉTNOSŤ
- Vymedzenie účelu

- Oddelenie informácií

INFORMOVANOSŤ
- Články 12, 13, 14 GDPR

SÚHLAS
akýkoľvek slobodne daný, 
konkrétny, informovaný 

a jednoznačný prejav vôle 
dotknutej osoby, ktorým 
formou vyhlásenia alebo 

jednoznačného 
potvrdzujúceho úkonu 

vyjadruje súhlas so 
spracúvaním osobných údajov, 

ktoré sa jej týka

PREJAV SÚHLASU
Podpis, ústna deklarácia, zaškrtnuSe 

políčka, kliknuSe na políčko...

* 1 zo 6 právnych základov, na základe
ktorých sa môžu spracovávať osobné údaje



Právne základy spracúvania osobných údajov

Súhlas

Plnenie 
zmluvy

Zákonná 
povinnosť

Životne 
dôležitý
záujem

Verejný 
záujem

Opráv.
záujem



Príklad z praxe



Práva dotknutej osoby

Právo na 
informácie Právo na prístup Právo na opravu Právo na 

vymazanie

Právo na 
obmedzenie 
spracúvania

Právo na 
prenosnosť Právo namietať

Právo nebyť 
predmetom  

automa9zovaného 
rozhodovania



Citlivý osobný údaj
• Zakazuje sa spracúvanie osobných údajov, ktoré odhaľujú rasový alebo etnický

pôvod, politické názory, náboženské alebo filozofické presvedčenie alebo

členstvo v odborových organizáciách, a spracúvanie genetických údajov,

biometrických údajov na individuálnu identifikáciu fyzickej osoby, údajov

týkajúcich sa zdravia alebo údajov týkajúcich sa sexuálneho života alebo

sexuálnej orientácie fyzickej osoby. (čl.9 ods. 1 GDPR)



Aktivita
Rozoznávanie podvodných správ a sociálneho inžinierstva



Zásady bezpečného zdieľania a ochrany 
súkromia 
• Predzdieľanímjenevyhnutnéporozumieťfungovaniuplatformy,jejpravidlám,nastaveniamsúkromia

amožnostiamďalšiehošíreniaobsahu.
• Každá zverejnená informácia vytvára digitálnu stopu, ktorá môže zostať dostupná, kopírovateľná a

dohľadateľnáajpovymazanípôvodnéhopríspevku.
• Nie všetky údaje sú vhodné na online publikovanie (osobné, citlivé či kontextovo zneužiteľné

informáciesivyžadujúosobitnúmieruuváženia).
• Zdieľanie aktuálnej polohy predstavuje významné bezpečnostné riziko, preto sa odporúča zverejňovať

informácieopohybeažsčasovýmodstupom



Ďakujem za poroznosť


